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Setup guide for DeeplL Single Sign-on (SSO)

Okta OpenlD

Requirements

e A company domain has been defined for the DeepL environment. For further
information please check our Help Center article.

1) Create the SSO app
1. Open your Okta administration page and open the Applications section on the left-
hand side
2. Click on Create App Integration okta Q searcn..
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https://support.deepl.com/hc/articles/4402036867986

3. Name the application DeepL or DeepL SSO and set the sign-in redirect URL to:
https://w.deepl.com/auth/realms/prod/broker/ALIAS/endpoint. (Replace ALIAS with
your chosen company DOMAIN)
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4. Set up controlled access here. If you want to create access groups later, choose Skip
assignment for now, then click Save. The app has been created.
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2) Get the client ID and secret value

1. You can copy the client ID and client secret within the app
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2. You'll find the endpoint URLs for the Open ID connection here:
https://'YOUR_OKTA_DOMAIN.okta.com/.well-known/openid-configuration

3. Provide the following data in your Set up S50 "
Deepl Account settings: beep allows single sign-on authenticaton via Operd Connect 10 or SAMIL 420

If your identity provider supports both authentication types, we recommend using
OpenlD Connect as it is easier to set up.

e OpenlD Connect metadata endpoints
o Appl'cat'on (C“ent) ID OpenlD Connect (recommended)
(] Cllent Secret Configure OpenlID Connect

You can import external IDP metadata from a config file or from a URL. The
administrator of your identity provider is the best contact person for the required
information.
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(1) After confirmation, you will have the opportunity to test the configuration before
~ activating it for the whole team. Your team cannot log in via SSO yet and has to
use the standard login with email address and password

cancel


https://www.deepl.com/account/team

3) Enable DeepL Pro for your users

1. Once the SSO connection has been established, you should be able to assign users
or user groups to your DeepL SSO group
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2. Remember, we don't want to display the icon for the end users. Now we have to
create a visible app link for them.
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3. Open the Applications section and click on Browse App Catalog

4. Search for Bookmark App, click on the first option, and add the app
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Guidebook
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5. Name the bookmark app DeepL Pro, and enter the URL.:
https://'YOURDOMAIN.sso.deepl.com. This will connect you to DeepL SSO.

=2 Add Bookmark App &
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General settings

Application label Deepl Pro Al fields are required to add this
application unless marked optional.
This label displays under the app on your home page
URL hnos:/lYOURDOMAIN.sso.deechon’{

The URL of the sign-in page for this app

Request Integration

Would you like Okta to add an integration for this app?

Application Visibility Do not display application icon to users

6. Click Done

You can now add the DeepL icon to the bookmark app. Don't forget to assign the same
users or user groups to the bookmark app as you have to the DeepL SSO app.
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